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1. INTRODUCTION

ABTRACT

Cyberloafing is a collection of work-related behaviours in which an
employee engages in electronically-mediated activities, notably
through the use of the internet, that are unrelated to their job duties.
The development of communication technology has become a blessing
in disguise for employees’ work performance, and over the years,
organisations have tried to improve work-related activities that would
have an impact on their employees” work performance and also deal
with how they cope with the usability of the internet. This paper aims
to review and analyse cyberloafing with regards to the use of social
platforms on work performance in previous studies conducted in
Saudi Arabia. The findings demonstrate that increasing educational
activities on an hourly basis has a favourable impact on work
performance, whereas reducing time spent on social media networks
increases time spent on work-related activities and hence increases
work performance. Employers should create a balance between work
and leisure time for their employees to ensure more productivity as
technology makes people spend more time on their devices. Hence,
work-leisure policies will be crucial in improving work performance
and maintaining discipline during working hours.

Keyword: Cyberloafing, Cyberslacking, Non-Work-Related Compu-
ting, Social Networks, Work Performance

an inextricable aspect of people’s personal

The development of science and technology
has made people adopt smartphones,
tablets, personal computers, and iPads
as one of their basic needs, and these
devices have caused employees’” minds
to be offline at work and online on social
media. Internet technologies have become

and professional lives in this information
age, and they have brought immense
benefits. Organisations, in particular,
have indeed been quick to recognize and
capitalise on the internet’s promise as
a platform for conducting business in
unconventional ways and as a tool for
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improving employee performance (Ozler
& Polat, 2012). Organizations have reaped
numerous benefits from the Internet.
Despite its advantages, however, there are
also drawbacks, including vulnerability
to security flaws, invasion of privacy,
employee Internet abuse, and Internet
addiction. These are just a few of the issues
that companies of all sizes face as they
delve into cyberspace (Lim and Teo, 2005).

With the advancement of comm-
unication and technology, the phrase
“cyberloafing” now refers to the use of
internet connections by both corporations
and individuals for personal gain during
working hours (Beri and Anand, 2020).
Lim & Teo, (2005) defined cyberloafing
as “the act of employees using their
companies’ Internet access for personal
purposes during work hours” which
differs from their stipulated working
routines, and as such, employees” work
performance tends to be affected along
the way. Personal Internet use at work is
depicted in contemporary literature as a
problematic behavior that is particularly
common among lower-status employees,
and it is viewed as a Specifically, it is a
work-avoidance strategy that primarily
serves as a means of expressing workplace
grievances and, to a lesser extent, as a
source of personal gratification (Garrett
and Danziger, 2008).

At the organizational level, it is seen
necessary to prohibit employees from
Cyberloafing on the grounds that it
deprives employees of time, concentration,
and energy, all of which are detrimental
to work performance (YOUNG, 2004).
However, the urge of employees to engage
in non-work-related-activities grows from
one decade to the next as more and more
people continue to use the internet for
different purposes. Some workers spend
an average of 5-6 hours per day surfing
the internet at work (Fox, 2007), and in
America, for example, employees’ waste
200.6 million hours a week while in the UK
an about 40% of employees’ time is wasted
on Cyberloafing (Lim and Chen, 2012).
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In the past two decades, human
resource scholars have been researching
extensively on employees” behaviours that
make them deviate from their assignments
(ROBINSON and BENNETT, 1995; Yusof et
al., 2019; Karimi Mazidi et al., 2020). Yasar
& Yurdugiil, (2013) categorise cyberloafing
categorises Cyberloafing into the following
categories; personal (shopping, gambling,
vacation arrangements, searching for new
jobs, banking), social (social media, online
discussion platforms, direct messages
or emails), news (news, sports, weather
forecast etc.) and searching (pictures,
videos, etc. on search engines) as the
behaviours of Cyberloafers.

The goal of this research is to examine
the impact of cyberloafing on employee
productivity by examining the activities
they engage in to see if they are work-
related. The goal is to shed light on the
effects of cyberloafing, withafocus onsocial
network usage, and to identify solutions to
increase employee job efficiency.

2. LITERATURE REVIEW AND HYPO-

THESIS
Background
Thecommonthread thatisfound amongthe
defined terms on Cyberloafing is that they
all describe the employee’s unproductive
usage of internet connections while at their
workplaces, which may eventually resultin
a drop in the worker’s performance (Ugrin,
Pearson, and Odom, 2008). Employees use
the internet for non-productive purposes
such as emailing, scrolling on social media,
sports, news, entertaining pages, and
moving pictures during working hours,
which has become “a new temptation for
employees as an alternative to shrinking to
work” (D’ Abate, 2005; Blanchard & Henle,
2008; Lim & Chen, 2012).

Cyberloafing (both surfing the Web
and checking email for personal purposes
at work) is a waste of time that can be
classified as deviant workplace behaviour.
Workplace deviance refers to voluntary
behaviours undertaken by members of
an organisation that breach significant
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organisational standards and have a
negative impact on the organisation’s and /
or its members’ well-being. In order to
comprehend the language of cyberloafing
in the context of product deviance, the
Robinson and Bennett topology can be
used to divide cyberloafing into five
(5) categories, each of which comprises
relatively modest, organizationally detri-
mental misbehaviour. The other three are
(a) property deviance, which involves the
unauthorised taking or damage of tangible
company property; (b) political deviance,
which involves employees engaging in
social interactions that disadvantage
other people on a personal or political
level; and (c)Personal aggression, as well
as aggressive or hostile behavior toward
others, are all examples of personal
aggression (Lim and Teo, 2005).

Other scholars, unlike Lim and Teo,
have looked into and recognized different
dimensionalities. = Minor cyberloafing
consists mostly of email-related and slacker
behaviors, whereas serious cyberloafing
includes behaviors such as accessing
adult-oriented sites and online gambling.
Blanchard and Henle (2008), experimentally
defined two primary kinds of cyberloafing,
minor and serious. Other researchers
looked at the effects of cyberloafing and
how it could lead to the development of
cyberloafing behaviors, which identify the
many activities that employees participate
in and how organizational justice beliefs
are recognized as restraining aspects of
cyberloafing. However, it is important to
note that cyberloafing reliance is influenced
not just by psychological variables, but
also by work environment and personal
demands.

Furthermore, there 1is insufficient
study on the consequences of social media
use on employee work performance, as
well as how firms prefer to erect barriers to
guarantee that less time is spent on some
of these platforms during work hours. Is
it, however, beneficial to allow employees
to use social networking platforms to
increase work productivity?

Justification of Cyberloafing at Work
Places

According to Coker (2011), a tiny group
of human resource researchers believe
that employees using the internet for
personal purposes at work is detrimental
to their work performance. In fact, 34
percent of the 52 organizations studied
have reprimanded or fired individuals as
a result of WILB (Young and Case, 2004).
However, Cyberloafing has a different
view and perception among researchers
who view it in a positive way. This group
of researchers has coined new terms to
make Cyberloafing sound better, such
as “workplace internet leisure surfing.”
(Kim and Byrne, 2011; Mercado, Giordano
and Dilchert, 2017; Koay and Soh, 2018),
freedom to surf (Coker, 2011), a source
of recovery (Ivarsson and Larsson, 2012).
Workplace Internet leisure browsing
is “an inconspicuous interruption that
allows mental capacity to be restored
and encourages sentiments of autonomy”
(Coker, 2011).

Anandarajan and Simmers (2005)
persisted that WILB has a greater role in
achieving a balanced employee’s personal
life and their work. They highlighted that
WILB is the only way that employees
can reduce their stress and, above all,
it is the perfect method of acquiring
informal education. WILB is based on
motivational theories that suggest WILB
could improve employee performance
(Coker, 2011). Anandarajan and Simmers,
(2005) observed that internet access is a
business tool, and in addition to that, it
provides workers with access to the largest
playground for growth of both workers
and their organisations.

Cyberloafing relieves employees from
the monotonous performance of their daily
duties, which helps regulate employees’
psychological mood and job-caused stress
(Eastin et al., 2007; Khosrow-Pour, 2017).
Cyberloafing acts as a break from the pile
of employees’ tasks and hence rejuvenates
their work performance after their surfing
on their favourite pages or applications
(Beri and Anand, 2020).
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Self-determination theory (SDT) recom-
mends that the workplace’s autonomy has
positive results in motivating employees.
The theory goes further, suggesting
that employees who are monitored or
restricted from accessing the internet have
dire consequences for their motivation
(Deci & Ryan, 2004). Any attempt to
block or restrict employees’ internet
access is perceived by many workers as
amputating their sense of self-control
(Coker, 2011). Social information theory
recommends that workers” behaviours are
simply motivated by values, norms, and
work environment expectations, which
are contrary to depriving employees’
autonomy (Quoquab et al., 2015).

Illegalisation of Cyberloafing at Work-
places
Scholars who argue against Cyberloafing
conceptualise it as a type of “workplace
production deviance” (Lim, 2002; Lim
and Teo, 2005). Beri and Anand (2020)
contended that Cyberloafing ought to
be stopped at any cost for the reason
that it leads to time wastage, which is
the organisation’s paramount assertion.
They concluded that organisations must
be concerned about legal liabilities,
internet congestion and above all, loss of
productivity.

Chatting on social media (Facebook,
WhatsApp, Twitter, TikTok, Instagram),

online shopping (Lazada, Shopee,
Tokopedia, Alibaba), job searching
(LinkedIn), online dating (Tinder),

gambling, surfing on live scores, stock
exchanges, playing online games, and
watching or downloading banned songs
and pornography are all examples of
cyberloafing. These behaviors have been
fueled by the ease with which individuals
may access the internet from their
offices, which tends to entice them into
Cyberloafing (Coker, 2011; Quoquab et al.,
2015; Koay and Soh, 2018; Beri and Anand,
2020).

Half of all work-related activities
are lost to employees’ Cyberloafing
(Greengard, 2000). Internet access has
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been a threat rather than an opportunity
in many organisations. In developing
countries, for example, workers tend to
do their own activities online rather than
those of an organisation. It is normal for
employees to busy themselves with their
class assignments, searching for new
jobs, arranging for their vacations, and
following breaking news, among others.
Apart from causing production losses,
Cyberloafing has brought exposure to
malware, rising costs of running internet
access and security issues (McWilliams, G.,
& Stepanek, 1998; Conlin, 2000; Simmers,
2002).

Price, (2011) argues that Cyberloafing
is injurious to employees’ performance
since it deprives them of their time,
concentration, and energy to continue
with their work. Cyberloafing causes
tiresomeness and awkward feelings
toward the job assigned (Shaddiq et al.,
2021). Apart from productivity decrement,
Cyberloafing causes clogging of network
bandwidths, a loose system operation and
increased tendencies to cybercrimes (e.g.
workers downloading banned music or
visiting restricted sites) (Koay and Soh,
2018).

Personal usage of internet access, either
for downloading or dealing with business
is a good indicator of an organisation’s
inefficiency (Ramayah, 2010). Blanchard
and Henle, (2008) put forward two forms
of cyberloafing, namely, minor and
serious cyberloafing. Minor cyberloafing
involves visiting pornographic pages
or channels, chit-chatting, blogging,
betting, or downloading music or videos
of any genre during working hours.
Serious cyberloafing involves visiting
pornographic pages or channels, chit-
chatting, blogging, betting, or downloading
music or videos of any genre. Mailing
and chatting require workers” close
attention and concentration, which ends
up affecting their performances (Li and
Chung, 2006). Any type of cyberloafing
must be considered as international
deviation behaviour or harmful behaviour
towards organisation (Weatherbee, 2010).
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Bizshift-trends have come up with jaw
dropping information on cyberloafing in
organisations.

Antecedents of Cyberloafing

With the increase of communication
and technology, there is a great need
to reassess the term Cyberloafing and
its application at workplaces (Beri and
Anand, 2020). Various scholars have
tried to shed light on Cyberloafing at
workplaces. However, the whole situation
seems to be either causing a lot of troubles
or employees are finding new ways to hide
their Cyberloafing activities from their
supervisors (Lim, 2002; Quoquab, Salam
and Halimah, 2015; Shaddiq et al., 2021).
Therefore, Cyberloafing is explained with
the aid of theories like self-determination
theory, social information process theory,
Social learning theory, and workplace
internet leisure browsing (Bandura, 1979;
Deci, E. L., & Ryan, 2004; Walther, 2008).
The factors that show the reason for the
persistence of Cyberloafing.

Privacy Factors

Employees have private lives that they
like to keep secret to themselves through
cyberloafing. Studies have shown that
people with a lot of private issues are likely
to engage in non-job-related activities to
handle their issues during working hours
(Shaddiq et al., 2021). They also observed
that introverts tend to need more privacy
than extroverts, which makes them feign
like they are involved in job-related
activities while in reality they tend to be
reorganising their private lives through
cyberloafing (Weissenfeld, Abramova and
Krasnova, 2019).

Personal Habits and Belief Factors

Cyberloafing becomes a habit for many
employees through routine performances
without the person’s conscious energy
and without seeing direct effects of their
actions (Koay and Soh, 2018). A habit, once
formed, becomes the person’s lifestyle and
affects one’s behaviour, and an employee
tends to cyber-loaf during time of work
(Dmour, Bakar and Hamzah, 2020).

Personality Factors

Research shows clearly that young
people, extroverts, men, and long-term
internet users are the key cyber loafers
during working hours rather than other
individual traits and gender (Jia, Jia and
Karau, 2013; Weissenfeld, Abramova and
Krasnova, 2019). Andreassen, Torsheim, &
Pallesen, (2014) revealed that personality
characteristics like agreeableness have a
negative association with cyberloafing and
that there is a direct connection between
consciousness and cyberloafing.

Workplace-involved Factors

The factors like nature of the job, an
employee’s characteristics as well as
organisation-related issues may cause
employees to cyber-loaf (Weissenfeld
et al.,, 2019). In most countries, internet
bundles are sold expensively hence when a
job offers free Wi-Fi connection employees
tend to use their devices wisely to access
the internet without recognising that they
are Cyberloafing (Odom, 2017).

Organisations and Their Policies

Bigger organisations have higher num-
bers of lyber loafers whereas smaller
organisations have reasonable numbers
of cyberloafers. Organisations” policies
on monitoring, controlling, or sanctions
on internet access may be a cause of
cyberloafers during working hours (Jia, Jia
and Karau, 2013; Weissenfeld, Abramova
and Krasnova, 2019).

3. METHODS
This report is based on data from a survey
of 250 Saudi Arabian employees from
20 different companies. A controlled
experiment and interviews were carried
out in order to collect and analyse data.
A questionnaire addressing employees’
internet use was distributed to participants,
and it consisted of eight basic categories,
while another questionnaire addressing
employers’ internet use policy and access
restrictions consisted of five categories.
The core of the survey questions
addressed the following areas:
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a. Internet access restrictions or the
barring of services deemed unrelated
to the job

b. What websites are judged unsuitable
for the job?

c. Employee access to specific services is
being monitored.

d. Allowing employees to use the internet
for personal reasons is a good idea.

e. Do you consider the internet to be a
major time-waster?

f. Is the internet a good place to go for
professional growth and other areas of
work completion?

g. Employees are reprimanded for
violating the Internet Acceptable Use
Policy.

The following questions are found in
the five key categories aimed at addressing
companies’ Internet use policies and access
restrictions to sites deemed irrelevant to
the job:

a. Time spent on the internet in hours

b. The location and type of devices used
to access the Internet

c. For fun and games, I spend hours on
the Internet.

d. Internet activity of employees

Acceptable Use Policy of the Employer

f. The Impact of the Internet on the
Workplace

®

The interviews with managers and
employees were semi-structured, and the
majority of them were conducted over
the phone. Both managers and staff were
subjected to screening in order to ensure
theirparticipation. Theinterview procedure
included the specific mechanisms used to
determine what a company considers to
be an Internet fair use policy, as well as
any penalties imposed by the company
for any violations of the policy. It's worth
noting that the researchers gathered data
on employee roles from both views while
keeping the information confidential from
each party.

4. RESULTS AND DISCUSSION
According to the findings of the poll, more
than 90% of employers monitor internet
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usage during working hours and place
limits on websites deemed unrelated to
the job. The findings also reveal three
important aspects of employee behavior:
1) most employees use their mobile
devices for social media while at work, 2)
they use the company’s computer to access
shopping and newssites, and 3) they use the
company’s computer to access shopping
and news sites. 3) They are unaffected by
certain website limitations. Descriptive
statisticc were utilized to analyze the
social media platform usage, as indicated
in Figure 1, although a correlation matrix
tends to highlight the diverse activities of
the users.
The correlation matrix highlights five
very important keys points which are:
a. When it comes to social networking
sites, there is a 0.903 correlation.
b. When looking for news, there is a
correlation of 0.883.
c. The use of the Internet for educational
purposes has a correlation of 0.726637.
d. The majority of social networking
activity are for news, according to a
0.935 correction.
e. For music, file sharing is used, with a
correction of 0.370.

The link of social networking sites
and social networking activity is our
main focus here. The data being analyzed
is categorical, with a binary variable
describing the impact of cyberloafing on
employee productivity. As a result, logistic
regression was used to analyze the data in
this study. The variable “In general, how
do you think the internet has affected
you at work?” was noted in the employee
survey. to be 0 if “The Internet has had no
effect on my productivity” and 1 if “The
Internet has increased my productivity.”

Logit(Y1): BO+Bl1Education+f2Gaming+
B3FileSharing+f4MusictfB5N
ews+ [6Shopping+f7SocialNe
tworking+f8WebBrowsing

We can deduce from the preceding
that 0=5.29 or exp (0) =198.3 are the odds of
someone spending 0 hours on the internet
being more.
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Figure 1. Descriptive Statictics

Description Education Gaming File Sharing  Music  News Shopping Social Network Browsing
Mean 2.944 236 2.944 2.56 3 3.112 3.108 3.004
Std. Error 0.09794  0.106 0.0884 0.0764 00971  0.0822 0.1088 0.1128
Median 3 3 3 3 3 3 3 3
Mode 1 1 4 3 3 3 3 3
Std. Deviation 1.548 1.676 1.3988 1.2084 1.5367 1.3000 1.7216 1.784
Sample Variance 2.398 2811 1.9566 14602 23614 1.6902 2.9641 3.184
Kurtosis -1.43 -1.68 -1.253 -1.007  -1.496 -0.945 -1.720 -1.79
Skewness 0.048 0.006 -0.130 0.2231 00334  -0.065 -0.016 0.075
Range 4 4 4 4 4 4 4 4
Minimum 1 1 1 1 1 1 1 1
Maximum 5 3 3 3 ] 5 3 3
Source: Data Processed
Figure 2. Correlation Matrix
Category  Education Gaming File Sharing Music News Shopping Social Network Browsing
Education 1
Gaming -0.59 1
File Sharing -0.75 0.289 1
Music 0.407 -0.05 0.37 1
News 0.777 -0.76 -0.35 0.233 1
Shopping 0.050 0.263 0.149 0.115 -0.08 1
Social Net. 0.755 -0.70 -0.27 0.329 0933 0.03 1
Browsing 0.726 -0.71 -0.11 0.438 0.883 -013 0.905 1
Source: Data Processed
Figure 3. Linear Regression Results for Shopping
Coefficients
Estimate 5td.Error t wvalue Pr(=[t]]
(Intercept] 2.69356 20217 10.682 =2e-16 ESs
FunPlay 009886  0.06093 1.622 0.106
Education 0.09093  0.0079 1496  0.136

Source: Data Processed

Figure 3 demonstrates that b1=0.09886,
which means that increasing the number of
hours spent on the internet for “fun/play”
by one hour will increase the number of
hours spent on “shopping” by 0.09886,
which is not statistically significant.

b2=0.09093: Increasing the number of
hours spent on the internet for “Education”
by one hour increases the number of hours
spent on “Shopping” by 0.09093.

The following are the results of
fitting the linear regression for “Social
Networking”:
Social Networking: S0 + pSl1FunPlay +
B2Education

So, for b1=-0.15029: an increase of one
hour spent on the internet for “fun/play”
will greatly reduce the number of hours

spent on “Social Networking” by 0.15029,
whilst b2=0.76661 will significantly raise
the number of hours spent on “Social
Networking” by 0.76661.

Figure 4. Linear Regression Results for
Social Networking

Coefficients
Estimate Std. Error t.value Pr(=|t])
(Intercept) 1.08015 021670 4985 1.17e-06 ***
FunPlay -0.15029 0.05236 -2.870 0.00446 **
Education 0.76661 0.05224 14676 <2e-16 ***

Source: Data Processed

Discussion

The topmost goal of this paper is to
scrutinise different cyberloafing activities
that are dominant at workplaces with an
emphasis on social media networking,
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which in turn cause the fall of employees’
performances. This review is not
exhaustive, however, researchers have
adopted a unique approach in analysing
Cyberloafing persistence in organisations.
The topic has been narrowed down to
the corporate sector only, though we
have encountered Cyberloafing among
unorganised sectors too.

The traditional schedule, which
requires employees to work eight-hours a
day in five working days, requires workers
to put their efforts with their discipline to
accomplish a set of activities ina given time
frame (Anandarajan and Simmers, 2005).
Cyber Loafers interfere with the traditional
working schedules without replacement of
time wasted perusing on social media for
their own benefits. Results are hardly met,
many organisations are doing mark times
on the same work output year-in, year-out
because workers attend at workplaces only
to deal with their online activities for about
50% of time allocated (Greengard, 2000).

The results show that an increase in
productivity can be achieved if employees
engage in activities that will add value
to the job. In this case, ‘Education’
encompasses a broader perspective which
allows  self-improvement, knowledge
acquiring and ideation which will add to
the company’s development. However,
if the non-work-related activities include
fun/play, there will be a significantly
less reduction in the use of social media
platforms but it also leads to less usage
of working hours for purposes that are of
value to employers. As such, in order to
allow employees to be less active on social
media platforms during working hours,
there has to be a balance between working
and leisure hours.

Allowing employees to participate in
recreational activities is thought significant.
According to the findings, people who
spend zero hours on the internet are more
productive. Employers who limit access to
the Internet to “Social Networking” and
“Web Browsing” will witness an increase
in “Work/Educational” activities.
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5. CONCLUSION

Cyberloafing has been this era’s greatest
drawbacktoemployees’ work performance.
Through the comprehensive summary
of cyberloafing factors, employees need
education to break free from internet
addiction for better performance at work.
This study intends to minimise a gap
that has been found in literature through
combining all the antecedents on one
table for human resources experts to find
a way through employees’ cyberloafing
activities. This study suggests more studies
to be conducted as to how to combat
cyberloafing during this pandemic period
where working from home has been
emphasised. Although this study tends to
emphasise the association between social
media networks and work performance, it
is not without flaws and hence has limits
that need to be explored further in the
future. The focus of the study is on Saudi
Arabia, which only shows how employees
there use their time at work. An empirical
study of more countries can provide a
broader viewpoint on how employees
differ from one region to another.
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